Shadowserver Unveils New Brand and Website

After working altruistically behind the scenes for more than a decade to make the Internet more secure, the global cyber security nonprofit presents a new public face

April 23, 2018 — The Shadowserver Foundation, the global nonprofit known in the cyber security community for working behind the scenes to make the Internet more secure, is launching a new brand and website to better serve the National CERTs/CSIRTs, network owners, reports consumers, constituents, governments, and law enforcement agencies with which it works.

Shadowserver is well respected by the national and international entities that rely on its services to detect and respond to malicious Internet activity. The new website and branding are designed to convey the Foundation’s altruistic mission to make the Internet more secure for everyone, providing all services free of charge, funded by sponsorships, grants and charitable donations.

Shadowserver was founded in 2004 as an all-volunteer group. Since then, it has incorporated as a United States 501(c)3 nonprofit organization and as a Dutch Stichting nonprofit foundation with ANBI/PBO status, with offices in three countries, a team of eight volunteers, and 12 full-time staff. The organization scans the entire IPv4 Internet 42 times a day and sends daily custom reports to over 4,100 network subscribers; it also maintains one of the largest malware repositories in the world, with over a billion malware samples, executing 250,000 to 300,000 unique new binaries per day.

About Shadowserver: The Shadowserver Foundation (shadowserver.org) is a nonprofit security organization of some of the world’s most seasoned data experts, researchers, and engineers, working altruistically behind the scenes to make the Internet more secure for everyone.